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Matrox Capture Assistant

Matrox Capture Assistant is a tool that allows you to rapidly test and evaluate the performance of
virtually any GigE Vision device using the Matrox Imaging Library (MIL)’s GigE Vision driver. It can also be
used to configure network adapter settings and specific MIL GigE Vision configuration parameters. The
tool has three main sections, each occupying a specific tab.

GigE Vision Devices - Lists all detected GigE Vision devices and allows you to directly control
setup and acquisition parameters for each device. Note that you must first select a listed GigE
Vision device to do so.

Network Connections - Lists all functioning network adapters installed in the system and allows
you to specify the IP settings for each adapter.

System Configuration - Allows you to control specific connection parameters for a MIL GigE
Vision system.

GigE Vision Devices page

r ~
y i —— [E=RIER)
L4 Matrox Capture Assistant = | &

(¥ Clear List aperform Discovery | = - @ Exit
GigE Vision® Devices | Network Connections I System Configuration I Troubleshooting

= W) Matrox GigE Vision (M_DEVD)

= =¥ Intel{R) 82575EE Gigabit Network Connection #5 {ﬁ! v o e . h-\, -
i) Alied Vision Technologies Marta_G-032C (M_DEVD) _
@ Matrox Electronic Systems Ltd. GatorEye (M_DEV1) ! Device information }| Acguistion Statistics | Acquistion Properties |
i) Basler acA1300-30gc (M_DEV2)
= % Intel(R) 82575EB Gigabit Network Connection #6 Manufacturer:  Matrox Electronic Systems Ltd.
) MATRIX VISION GmbH mvBlueCOUGAR-X120aG (M_DEW3)
&) Basler piA640-210gc (M_DEV4) Model:  GatorEye
= & TEAM : Team #10 GigE Vision Version: 1.1
&%) Baumer Optronic HXG20 (M_DEV5) . o
Bl \nt)eIIFl} Gigabit ET2 Quad Port Server Adapter #4 Desice Version: | SESINGY
&%) Pleora Technologies Inc. PT1000-CL4 (M_DEVE) Senal Mumber:  A44872%

Packet Size lbytes): 8964
Interpacket delay us):  0.000
Userdefined Name:  DtmGigeCameral

Inteface Mumber: 0
MAC Address:  00-20-FC-02-0D-80
Curent IP Config:  Persistent IP # DHCP / LLA
Supported IP Corfig: ~ Persistent IP # DHCP # LLA
Currentt P Address: 163254172164
Cumert Subnet Mask: ~ 255.255.0.0
Curment Default Gateway:  0.0.00

Camera Network Configuration

Persistent |P Corfiguration
Use Persistert |P Use DHCP [C] Reset Device
Persistertt |P Address:  169.254.10.1
Persistert Subnet Mask:  255.255.0.0

Persistent Default Gateway:  0.0.0.0

Apply Changes

1 - Matrox Capture Assistant’s GigE Vision Devices tab.
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The GigE Vision Devices page lists all GigE Vision devices that have been detected with all Ethernet
network adapters installed in your computer. It also provides the starting point for you to select each of
these devices.

Main tool strip

' i....“ rox Capture x.;;ig?t @ (:P

(M Clear List Q F‘er‘FnrmIDiﬁl:UvEry g . (7] ﬂIExit

Matrox Capture Assistant’s main tool strip

The command bar at the top of Matrox Capture Assistant allows you to detect GigE Vision devices and
specify how they should be displayed. It consists of the following buttons.

1. The Clear List button allows you to flush the camera cache and perform a GigE Vision device
discovery.

2. The Perform Discovery button allows you to perform a GigE Vision device discovery without
flushing the camera cache.

3. The Change View button allows you to control how devices are listed in the GigE Vision Devices
page. You can select from among a Tree view, a Details view, or a Tile view.

4. The Exit button allows you to close the application.

Device control tool strip

eI TR

Matrox Capture Assistant’s device control tool strip

.

The right side of the GigE Vision Devices tab contains a set of icons whose functionality allows you to
control a selected GigE Vision device.

1. You can use the Allocate Device button to allocate/free the currently selected GigE Vision
device. Note that an allocated device cannot be reallocated or freed (even from a remote
computer within a shared corporate network, for example) until it is first freed on the PC on
which it has already been allocated.

1.1 Clicking on the Allocate Device button’s downward-pointing triangle allows you to
select from amont the following allocation options:

Using Matrox GigE Vision® Assistant 2
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e The Default command allows you to allocate the GigE Vision device in standard
mode.

o The Multicast master command allows you to allocate the GigE Vision device in
multicast master mode.

e The Multicast slave command allows you to allocate the GigE Vision device in
multicast slave mode.

2. You can use the Capture button to start or stop capturing images from your GigE Vision device.
Note that it is implemented as a split button.

2.1 Clicking on the Capture button’s downward-pointing triangle allows you to select from
among the following acquisition options:

e The Continuous and Snapshot commands allow you to perform a continuous or a
single-image grab, respectively, when you press the Capture button.

e The Buffering command allows you to specify the number of image buffers into
which the allocated GigE Vision device will capture data when you press the Capture
button. Specifying a larger number of buffers reduces the likelihood of missing
frames during acquisition as a result of high system loads.

e The Calculate inter-packet delay command opens the inter-packet delay calculator
dialog box.

3. You can use the Device Features button to browse the selected GigE Vision device’s features.
Note that clicking this button opens a separate dialog box from which you can view and control
your GigE Vision device’s features. The state of some of your GigE Vision device features might
change while an acquisition is in progress; some features might become read-only. Grayed out
features indicate that their current state is read-only. These features cannot be written to.

4. |If your GigE Vision device is in software triggered mode, you can use the Software Trigger
button to send a software trigger signal to your GigE Vision device . See the Acquisition
properties section later in this document to configure your device to operate in triggered mode.

5. You can use the Display button to show or hide the display window. Note that this is a split
button and provides several possibilities.

5.1 Clicking on the Display button’s downward-pointing triangle allows you to select from

among the following display options.

e The Enable and Disable commands allow you to enable or disable the display of
acquired images, respectively.

e The Display Mode command can be used to convert acquired images to a more
appropriate display setting if the displayed image appears incorrectly.

e The Frame Counter command displays a running count of the number of grabbed
frames in the display window.

Using Matrox GigE Vision® Assistant 3
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6. You can use the Save As button to save the last acquired image to a file. Note that you can

specify one of several file formats.

7. The Device Capabilities button allows you to open the selected GigE device’s GigE Vision device

capabilities window.

Device Information

The Device Information tab on the right pane displays and allows you to specify basic information about

the selected GigkE Vision device.

Manufacturer:
Model:  GatorEye

GigE Vision Version: 1.1

Device Version: ~ GE300°

Sesial Number:
Packet Size (ytes):  B964
Interpacket delay us):  0.000
User-defined Name:

Camera Network Configuration
lrteface Number: 0

MAC Address:  00-20-FC-02-0D-88
Cument IP Config:  Persistent IP / DHCP / LLA
Supported IP Config:  Persistent IP / DHCP / LLA
Current IP Address:  169.254.137.10
Curent Subnet Mask:  255.255.0.0
Cumert Gateway: 0 e

Persistant |P Configuration

[¥] Use Persistent IP ] Use DHCP [] Reset Device

Persistent IP Address:  169.254.137.10

Persistert Subnet Mask:  255.255.0.0
Persistent Default Gateway:  0.0.0.0

Ges

@
i
GE
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10.

11.

Display and specify the size of data packets
that the selected GigE Vision will transmit.
Display and specify the inter-packet delay
that the selected GigE Vision device will use.
Display and specify the persistent User-
defined Name of the selected GigE Vision
device.

Writes the packet size, inter-packet delay,
and user-defined name to the selected GigE
Vision device.

Put the selected GigE Vision device in
Persistent IP mode.

Put the GigE Vision device in DHCP mode.
Resets the GigE Vision device (forces device
to use the newly updated persistent IP
settings.

Display and control the persistent IP Address
of the selected GigE Vision device.

Display and control the persistent subnet
mask of the selected GigE Vision device.
Display and control the persistent default
gateway of the selected GigE Vision device.
Write Persistent IP data to the selected GigE



Vision device.

Acquisition Statistics page

- | o
= Q- | A
Device Irrfum'latiunl Acquisition Statistics [IAcquisitiun F‘mperties|

The Acquisition Statistics page displays information about the data being grabbed using the selected
GigE Vision device. Note that statistics are displayed not only for GigE Vision devices controlled using
Matrox Capture Assistant, but also for GigE Vision devices that are allocated and controlled using other
applications running on the same computer. The Acquisition Statistics page is useful for quickly
identifying acquisition problems, which are typically caused by incorrect or non-optimal network
settings. See the Settings for optimal performance section later in this document for details.

Device Information |} Acauistion Statistics ¥ Acquistion Properties | Statistics are divided into three sections.
Matrox Electronic Systems Ltd. GatorEye (M_DEV1) e The Image format section describes the
Image format . . . .
Cgset % 0 pixel format, image size, and offset (if any)
Offset Y. 0 of the series of images currently being
Size X: 640
Size Y: 420 grabbed.
Pixel Format : YUNWAZ2 packed . .. A .
Acquisition activity e The Acquisition Activity section provides
Tatal f bbed: 101.825 . . . .
B 2 various reliability metrics (such as the
al rrames missed:
Total frames comupted: 0 number of frames grabbed, missed, or
Tatal data received (GB): 62.730 . . .
Camera bandwidth {MB/g): 89 corrupt) in addition to bandwidth and
Camera frame rate fps): 111
Transport layer activity frame rate.
Packet size: 8.964 o o .
Total psckets recsived: 2229855 o The Transport layer activity section
Total out of order packets: 0 displays information about the network
Tatal packets recovered: ] . .
Total packets resends: 0 data packets that make up the GigE Vision
Toatal packets missed: ] . . ..
Total packets tmeout- 0 image data being captured. In addition to
Total frame cache hits: 0 counting the number of packets received
Total packet cache hits: ]
Lastframe in error and missed, it also provides information
Frame Id: ]
Ermor code: 0 such as the number of packets that have
g‘mus code: 0 been received out of order, recovered, and
ackets received: ]
Packets recovered: ] re-sent.
Packets resends: ] . . .
Packets missed: 0 o The Last frame in error section displays
Packets timeout: ] . . .
information about the last frame acquired
with errors.
Using Matrox GigE Vision® Assistant 5
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Note that each metric is also described as a tooltip.

Acquisition Properties page

& QO E IR A

o,

||
| Device Information | Acquisition Statistied | Acquistion Properties ||
I L

]

The Acquisition Properties page allows you to control a number of parameters that govern how a GigE

Vision device’s general, network, and trigger category properties are managed. Note that the presence

and availability of several properties listed depends on the capabilities and current settings of the GigE

Vision device selected.

General properties

| Device Information I Acquisition Statistics | Acquisition Properties

B General
Grab timeout 2400
Bayer conversion Enable
White balance auto False

White balance coefficients R:1, G:1, B:1

Reset statistics False
EeTtwWork

Packet timeout 9

Frame timeout 99

Packet maximum retries 3
Frame maximum retries 30
Maximum packets out of o 0
Maximum leading packets 0

B Triggers
Trigger scheme Single frame
Frame count 1
Trigger mode Off
Trigger source Line0
Trigger activation RisingEdge

Grab timeout
Sets the maximum time to wait for a frame before generating
an error (in milliseconds).

Using Matrox GigE Vision® Assistant
(Using MIL with GigkE Vision®)

Properties in this category perform various operations

such as Bayer color conversions and color balancing.

1.

Grab timeout — Specifies the maximum time
to wait for a frame (in milliseconds) before
generating an error.

Bayer conversion — For Bayer-encoded
images, specifies whether a color conversion
is performed by MIL’s GigE Vision driver.
White balance auto — For Bayer-encoded
images, specifies whether an automatic white
balance (color balance) calculation is
performed.

White balance coefficients — For Bayer-
encoded images, specifies the white balance
coefficients applied to the color-converted
image. Automatically computed white balance
coefficients are displayed when the White
balance auto property is enabled.

Reset statistics — Resets the Acquisition
Statistics page’s statistics counters.



Network properties

| Device Information | Acquistion Statistics | Acquisition Properties

Grab timeout

an error (in milliseconds).

E General
Grab timeout 2400
Bayer conversion Enable
White balance auto False

White balance coefficients R:1, G:1, B:1
Reset statistic False

E Network
Packet timeout 9
Frame timeout 99
Packet maximum retries 3
Frame maximum retries 30
Maximum packets out of o 0
Maximum leading packets 0

B Triggers
Trigger scheme Single frame
Frame count 1
Trigger mode Off
Trigger source Line0
Trigger activation RisingEdge

Sets the maximum time to wait for a frame before generating

Using Matrox GigE Vision® Assistant
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Properties in this category allow you to control MIL’s

Gigk Vision driver’s packet resend engine. Note that

these rarely need to be adjusted manually.

1.

Packet timeout — Specifies the maximum
amount of time to wait (in milliseconds)
before flagging a packet as dropped.

Frame timeout — Specifies the maximum
amount of time to wait (in milliseconds) for
the remaining packets of a frame after the
trailer packet has been received. If packets are
missing, the frame is flagged as corrupted.
Packet maximum retries — Specifies the
maximum number of times that MIL’s GigE
Vision driver should request that the GigE
Vision device resend a packet that has not
been received by the driver. If this value is
reached, the frame is considered corrupted.
Frame maximum retries — Specifies the
maximum number of times per frame that
MIL’s GigE Vision driver should request that
the GigE Vision device resend a packet that
has not been received by the driver. If this
value is reached, the frame is corrupted.
Maximum packets out of order — Specifies the
number of packets to wait before asking for a
retransmission. This is useful with link-
aggregated cameras whose packets could be
received out of order.

Maximum leading packets missed — Specifies
the number of leading packets that MIL’s GigE
Vision driver can fail to grab but still consider
to have successfully acquired a frame. Missed
leading packets will be flagged for
retransmission.



Triggers

| Device Information I Acquisition Statistics | Acquisition Properties

B General
Grab timeout
Bayer conversion
White balance auto

e

Reset statistics
E Network
Packet timeout
Frame timeout
Packet maximum retries
Frame maximum retries

2400
Enable
False

White balance coeficients R:1, G:1, B:1

False

9
99
3
30

Maximum packets out of 0 0
Maximum leading packets 0

B Triggers
Trigger scheme
Frame count
Trigger mode
Trigger source
Trigger activation

Single frame
1

Off

Line0
RisingEdge

Grab timeout

an error (in milliseconds).

Sets the maximum time to wait for a frame before generating

Using Matrox GigE Vision® Assistant
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Properties in this category can configure your GigE
Vision device for triggered acquisition. Note that
different properties will be enumerated depending on
your device’s capabilities. (These include, but are not
limited to, trigger schemes for single or multiple
frames, software triggers, and hardware triggers.)

1. Trigger scheme — Configures your GigE Vision
device for triggered operation using one of
the following trigger schemes:

a. Single frame — A single frame will be sent
when a trigger signal is received.

b. Multi frame — Multiple frames will be
sent when a trigger signal is received.

c. Continuous — Frames will be sent
continuously when a trigger signal is
received.

2. Frame count — Specifies the number of frames
sent per trigger signal. Note that this property
can be used only when Trigger scheme is set
to Multi frame

3. Trigger mode — Specifies whether the GigE
Vision device should operate in triggered
mode (On) or in continuous mode (Off).

4. Trigger source — Specifies whether to use an
internal signal or physical input line as the
selected GigE Vision device’s trigger source.

5. Trigger activation — Specifies the trigger’s
activation mode.



GigE Vision Device icon overlays

Once MIL detects a GigE Vision device, that device will appear in the GigE Vision Devices tab using
Matrox Capture Assistant’s Tree, Details, or Tile view. Note that each device icon is represented by a
camera icon overlaid with the following set of symbols to indicate the device’s status.

1 i‘@"‘: The device is ready to be used. Its resources have not yet been allocated.
The device’s resources have been allocated by Matrox Capture Assistant or another
process which could be running either on your Host PC or on a remote computer.
5 "‘EJ When you hover your mouse over this device icon, Matrox Capture Assistant will
JQ display a tooltip that can help you determine which local Windows® process or remote
computer has already allocated this device.
The device’s resources have been allocated by Matrox Capture Assistant or another
3 @ |  process in Multicast mode. The owner process could be running either on your Host PC
__;0 or on a remote computer.

The device is available but its currently specified packet size is not optimal. This could
happen if the device has just been turned on and its default packet size is less than
1500 bytes. You can click on the Allocate device button and wait for the packet size to
be negotiated automatically.

&

The device’s resources have been allocated (as in item 2 above). The exclamation point
indicates that automatic packet size negotiation failed and that the device’s current
packet size is not large enough. Attempting to grab with an insufficiently large packet

L

size will lead to acquisition problems. See packet size negotiation and firewalls for

more information about resolving this problem.

6 é Your computer lacks the proper MIL license privilege to use this device.
|
Using Matrox GigE Vision® Assistant 9
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Network Connections page

The Network Connections page lists all Ethernet network adapters installed in the system. Its
Connection Type tab also allows you to configure the multiple network adapters in your computer to
static IP mode (or Point-to-point Connection) or DHCP mode (or Corporate Network). Note that if your
GigE Vision devices are connected to a network with a DHCP server, you must set your network adapters
connected to these devices to Corporate network. On the other hand, if your GigE Vision devices do not
obtain their IP addresses from a DHCP server, you must set your network adapters to Point-to-point
connection.

ST ————

4 Clear List aperform Discovery EE - @ & Exit
GigE Vision® Devices || Network Connections

| System Configuration | Troubleshooting|

Connection Name Adapter Name IP Address Subnet Mask Status Link Speed Connection Type | Advanced

[ Local Area Connection Broadcom Met¥treme 57oc..  152.168.52.123 255.255.255.0 1 Gbps Please select the option that best desarbes
[ Local Area Connection 28 Intel(R) Gigabit ET2 Quad ...  0.0.0.0 0.00.0 Inactive 1 Ghbps the physical path between the checked

[ Local Area Connection 25 Intel(R) Gigabit ET2 Quad ...  165.254 25045 255.255.0.0 1 Gbps network adapters in the list and the GigE
[7] Local Area Comnection 40 Intel(R) 82575EE Gigabit N.. 0.0.0.0 0000 Inactive  1Gbps Vision device they are connected to.

[ Local Area Connection 42 Intel(R) 82575EB Gigabit N... 0.0.0.0 0.0.0.0 Inactive 1 Gbps

[ Local Area Connection 43 Intel(R) 82575EB Gigabit N... 0.0.0.0 0.0.0.0 Inactive 1 Gbps F?" more irrforrnation_ on |P addressing with
[] Local Area Connection 44 Intel(R) 8257568 Gigabit N...  0.0.0.0 0000 Inactive 1 Ghps g‘gEo‘gfg:;l‘;ifﬂgigftEH:';aIEeOa‘;:Z”“
[ Local Area Connection 45 Intel(R) 82575EB Gigabit N... 169.254.165.89 255.255.0.0 1 Gbps Help.

[ Local Area Connection 46 Intel(R) 82575EB Gigabit M... 169.254.121.202 255.255.0.0 1 Gbps

[ Local Area Connection 48 TEAM : Team #10 169.254 202172 255.205.0.0 2 Gbps

@ Pointto-point Connection

Comporate Metwork

Apply

2 - Matrox Capture Assistant’s Network Connections page.

To change your network adapter’s settings, simply check the boxes corresponding to the connection(s)
to specify and select either the Point-to-point Connection or Corporate network radio button. Matrox

Using Matrox GigE Vision® Assistant 10
(Using MIL with GigkE Vision®)




Capture Assistant will change the network settings of the selected network adapters when you click
Apply.

A Gigk Vision device automatically assigns itself an IP address in the link-local addressing (LLA) range (i.e.
169.254.x.x) by default if no DHCP server is present. Matrox Capture Assistant will also set the
connections in the LLA range when Point-to-point Connection is selected.

You can also let the Windows® operating system automatically assign an IP address to your GigE Vision
network adapters. This is done in cases where no DHCP servers are present. Microsoft® Windows® will
assign an IP address in the LLA range however this procedure takes time (one to two minutes) to
complete. During this time your GigE Vision devices will not be visible. Your GigE Vision devices will
become available once the operating system has completed this procedure.

GigE Vision devices can also boot with a pre-programmed IP address in any address range. Such an IP
configuration is called Persistent IP. In this case, you must manually assign a compatible IP address to
the network connections using the interface provided by Microsoft® Windows®.

Your GigkE Vision device can be set to use Persistent IP by using Matrox Capture Assistant’s Device

Information page. To do so, you will need to manually select:

1. avalid IP address;
2. avalid subnet mask; and
3. optionally, a default gateway.

If your GigE Vision device supports the DeviceReset feature you can select the Reset Device option.
When the Apply button is pressed, the Persistent IP settings will be written to the device’s non-volatile
memory and the device will reset itself. This forces the device to reboot using the newly assigned
Persistent IP settings.

If your device does not support the DeviceReset feature, it will need to be power-cycled for the newly
assigned Persistent IP settings to take effect.

System Configuration page
The System Configuration page allows you to specify persistent values for global parameters used by
MIL’s GigE Vision driver. These parameters are the following.

Using Matrox GigE Vision® Assistant 11
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4 Clear List QPerform Discovery EE - @ & Exit

GigE Vision® Devices | Network Connections | System Configuration | Troubleshooting|

System Parameters

System type.  Matrox GigE Vision -
Camera discoverytimeout. 1000
Camera IP config timeout. 500

Resolve Camera IF Configuration Corflict.  Enable -
Camera discovery mode.  Concument -

Camera broadcast discovery acknowledge.  True -
Camera packet size search mode.  GenlCam lookup -

Camera packst size timeout. 50
Camera maximum packet size. 3014 -
Camera heartbeat timeout. 5000
Camera acknowledge timeout. 800
Camera command retry court. 3
Camerz stream stop delay. 1000
Use camera manifest table.  True -

Maimum number of cameras. 32

Enable automatic bayer conversion.  True -

Enable format compensation.  True -

Alow Matrox GigE Vision to use Solios GigE.  True -
Restore default settings Apply

Discovery service settings

3 - Matrox Capture Assistant’s System Configuration page.

1. System type — Specifies the Matrox GigE Vision system type to control. This value can either be
set to Solios GigE (if using a Matrox Solios GigE frame grabber) or Matrox GigE Vision (for
Matrox Concord and third-party Ethernet network adapters).

2. Camera discovery timeout — Specifies the amount of time to wait (in milliseconds) for a GigE
Vision device’s response to a discovery request.

3. Camera IP configuration timeout — Specifies the amount of time to wait (in milliseconds) for a
response from a GigE Vision device to an IP configuration change event.

4. Resolve IP Configuration Conflict — Allows MIL’s GigE Vision driver to resolve IP configuration
conflicts between the GigE Vision device and the Ethernet network adapter to which it is
connected.

5. Camera discovery mode — Specifies whether a GigE Vision device’s discovery should be
concurrent (per NIC) or serialized.
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10.

11.

12.

13.

14.

15.

16.

17.

18.

Camera broadcast discovery acknowledge — Allows the GigE Vision device to broadcast its
response to a discovery command issued by the driver.

Camera packet size search mode — Specifies which method to use to negotiate a packet size
with the GigE Vision device.

Camera packet size timeout — Specifies the timeout value (in milliseconds) to use when
negotiating packet size with the GigE Vision device.

Camera maximum packet size — Allows the driver to limit the negotiated packet size to the
specified value. This parameter is useful in cases where smaller packet sizes are desirable to
avoid packet collisions. This situation might occur more frequently when multiple cameras are
connected to a single Ethernet port (usually through an Ethernet switch).

Camera heartbeat timeout — Specifies the period (in milliseconds) used to keep the connection
with the GigE Vision device alive.

Camera acknowledge timeout — Specifies the time (in milliseconds) during which the driver
should wait for an acknowledgement from the GigE Vision device after issuing a command.
Camera command retries count — Specifies the number of times MIL’s GigE Vision driver should
resend a command if the GigE Vision device fails to acknowledge a command issued by the
driver.

Camera stream stop delay — Specifies the time delay (in milliseconds) applied before stopping
the GigE Vision device’s video stream.

Use camera manifest table — Allows MIL’s GigE Vision driver to use the GigE Vision device’s
manifest table (if one is available) when the device’s description file is downloaded.

Maximum number of cameras — Limits the number of GigE Vision devices that can be
discovered and controlled. Note that you must reboot your computer for a change to this
parameter to take effect.

Enable automatic Bayer conversion — Specifies whether or not to automatically convert the raw
Bayer data to the MIL destination buffer's format. Doing so results in a color-converted image.
Enable format compensation — Specifies whether or not to allow the driver to compensate the
camera's pixel format (if available) to the format of the MIL acquisition buffer.

Allow Matrox GigE Vision to use Solios GigE — Specifies whether or not to treat any Matrox
Solios GigE frame grabbers in the computer like a generic four-port Ethernet adapter. Setting
this parameter to False prevents the Matrox GigE Vision system type from allocating any
cameras connected to the Solios GigE frame grabber.

Using Matrox GigE Vision® Assistant 13
(Using MIL with GigkE Vision®)



Using MIL with GigE Vision
For reliable acquisition performance, you must configure both your network adapter’s settings and your
GigE Vision device’s settings.

Network adapter settings
The following settings must be adjusted on your network adapter for reliable acquisition performance:

e receive buffers;

e packet size;

e flow control;

e interrupt moderation; and

e Receive side scaling.

Adjusting Intel® network adapter settings on Windows®

1. You can access your network adapter’s configuration window from the Control Panel's Network
Connections window. Right-click on the connection to configure and select Properties.

[E=3) el =
=
@'\Jvh;l v Control Panel » Network and Intemet » Metwork Connections » + [ 4 || Search Metwonk Connections o]
Organize ~ Disable this network device Diagnose this connection Rename this connection ~ » g 0 @
.:_ Local &rea Connection .:_ Local Area Connection 13 Lacal Area Connection 2
T matraxcom e Unidentified network * _ Netwark cable unplugged
@ Broadcom Metétreme STo Gigabi.. G Intel(R) Ethernet Server Adapter 3., T Matrox Concord GX
l-_" Local &rea Connection 22 :. Lacal Area Connection 23 Lacal Area Connection 24
P Metwork cable unplugged P Metwork cable unplugged ®  Unidentified network
9 @ TEAM : Team #0 - Intel(R) Ethern.. 3§ @7 TEAM: Team #0 - Intel(R) Etherm... T Intel(R) Ethernet Server AdapterI3..
"'. Local Area Connection 30 L"'. Local Area Connection 31 L"'. Local Area Connection 32
" Metwark cable unplugged e Metwark cable unplugged = Nebwork cable unplugged
% @7 Matrox Solios Gige MIC #13 % ST Matrox Solios Gigk NIC #14 % T Matrox Solios Gigk KIC #15
"~ LocalArea Connection 33 l:" Local Area Connection 7
TS Metwork cable unplugged TS Metwark cable unplugged
9 W Matrox Solios Gige NIC #16 K T TEAM: Team #0
1itemn selected
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2. From the Properties window, click 3. Inthe window that appears, navigate to
Configure. the Advanced tab and ensure that the
adapter’s interrupt moderation is set to

L Lacal Area Cornection 13 Properties == Enabled.
[ Networking | Sharing|

Connect using:

% IntelR] Ethemet Server Adapter 340-T4

Intel(R) Ethernet Server Adapter 1340-T4 Properties ==

| Teaming | VioNs | BootOptions | Diver | Detals |

| Generl | LikSpesd | Advanced | Power Management |

intel) advanced adepter settings

This connection uses the follawing items:

H Matrox Gige Vision Filker Driver

=1 yitsl PC Metwork Filter Driver

4= QoS Packet Scheduler

B Fils and Printer Sharing for Microsoft Netwarks

Gigabit Master Slave Made
L1 - IntelR] Advanced Metwork Services Protocel kerropt Moeration ]

& Broadcom Advanced Server Program Driver - Jumbno Packet

O o : Large Send OFfload (IPv4)
Large Send Offinad (IPve)

Localy Administered Address

[ Instal ) [ Uninstal | Properties Log Link Stake Evert
" = - Perfarmance Optians - Use Default

- Settings: walue:

+ | |Enabled -

Description

Inkerrupt Moderation
Allows your computer to acoess resources on a Microsolt =
network. Allow s the adapter lo moderate interrupts

When a packet arrives the adapler generates an interrupt w hich
allowr s the driver o handle the packet. At greater ik speeds
more interrupts are created, and CR utiization also increases
This resulls in poor system performance. When you enable

Interrupt Mederation, the interrupt rate is low er, and the result is
beter system pertomance

TX Note: Changing this setting may cause a momentary

m

4. Ensure that the Jumbo Packet setting has a 5. Select the Performance Options setting
value of 9014 bytes. and click the Properties button.

Intel{R Ethemet Server Adapter I340-T4 Properties (= Intel(R) Ethernet Server Adapter [340-T4 Properties ==

Teaming WLANg Boat ong Diriver Details Teaming VLaMs Eaot Options Diriver Details

Link Speed Advanced Power Management Link Speed Advanced Fawer Management

( |nte|) Advanced Adapter Settings intel) advanced adapter settings

Settings: yalue: Settings:

»

Froperties

Interrupt Modsration

Gigabit Master Slave Mode » | [s014 Bytes - Interrupt Moderation
E Jumbo Packst

Large Send Offload (IPv4)
Large Send Offload (IPve)

!

Large Send Offload (IPv4)

Large Send OFflaad (IPv6) Lacaly Administered Address Br|
Locally Administered Address Lo k. State Event
Log Link Skate Event
Performance Options 2 Use Default Priority & YLAN
Jumbo Packet Performance Options
Enables Jumbo Packet capabilty for TCRIP packets. In stuations  * Configures the adapter fo use seftings that can improve adapter "

w here large packets make up the majority of traffic and performance.
addttional latency can be tolerated, Jumbo Packets can reduce
CPU utilzation and improve wirs efficiency L4
Jumbo Packets are larger than standard Ethernet frames, w hich
are approximately 1.5k in size.
Note: Changing this setting may cause a momentary
loss of connectivity
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6. Inthe Performance Options window that 7. Specify an Interrupt Moderation Rate

appears, ensure that Flow Control is set to setting that is appropriate for your
Enabled. application.
Performance Options == Performance Optians =
Settings: Yalue: Settings: walue:
! Flow Cortrol High -
Interrupt Moderation Rate Interrupt Moderation Rate
Lows Latency Tnterrupts

Receive Buffers
Transmit Buffers

Law Latency Interrupts
Receive Buffers

Transmit Buffers
Use Default Use Default
Flow Cantrol

Interrupt Moderation Rate
Enables adaplers lo generale or respend lo flew control frames

wi hich help regulate netw ork traffic. For an everview of this

This sets the rate at w hich the controller moderales or delays the i
feature, click here.

generation of inlerrupls making it possible to optimize netv ork
threughput and CPU utiization. The defaul seffing (Adaptive) F

m_|»

Tx Enabled The adapter pauses fransmission w hen it

adjusts the interrupt rates dynamically depending on traffic type
receives a flow contrel frame from a link partner. gnd etw oricus a0e lChioosno it ercnils sting [ev{improve)
netw ork and system performance in certain configurations
The adapter generates a flow control frame Without interrupt mederation, CPU utiization increases at higher
Rx Enabled  when its receive queue reaches a pre-defined b

data rates because the system must handle a laraer number of i

8. Ensure that the Receive Buffers setting has
the highest possible value.

Performance Options ==
Settings: Yalue:
Flow Control 2048 =
Interrupt Moderation Rate

Lowy Latency Inkerrupts

Transmit Buffers

Use Default
Receive Buffers
Sets the number of Receive Buffers used by the adapter w hen -

copying dala fo memory. Increasing this value can enhance
receive performance, bul alse consumes system memory.

“fou might choose fo increase the number of Receive Buffers if 3
you nefice a significant decrease in the performance of received
traffic. if receive performance is not an issue, use the default

setting.

A T P S T I TR S i

Receive buffers

Receive buffers, also known as receive descriptors, are used by Ethernet controllers to store received
packets. Your network adapter’s driver allocates a pool of receive buffers in Host non-paged memory.
Data packets sent by the GigkE Vision device arrive through your network adapter's Ethernet port. The
packets' contents are then temporarily stored inside your adapters receive FIFO. Eventually a DMA
transaction is performed and the packet’s content is copied into one of the host receive buffers. The
arrival of packets is signaled to the operating system's network stack, which then routes the receive
buffers' contents to the appropriate Host software (in this case, MIL’s GigE Vision driver). Once a packet
has been handled by the network stack, its corresponding receive buffer returns to the pool of receive
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buffers available for use by the Ethernet controller. If the number of packets sent by the GigkE Vision
device exceeds the number of available receive buffers, those additional packets will be lost.

The number of receive buffers assigned to your Ethernet controller therefore impacts the reliability of
your GigE Vision image acquisition. Typical bandwidth usage of GigE Vision devices requires that a large
number of receive buffers be assigned to your network adapter. Matrox recommends setting this
parameter to its maximum value (typically 2048 for Intel® Gigabit network adapters).

Choosing a packet size

In situations where large packets make up the majority of traffic, which is the case for GigE Vision image
streams, jumbo packets can reduce CPU utilization and improve wire efficiency. Jumbo packets are
larger than standard Ethernet frames, which are approximately 1.5k in size.

Enabling jumbo packets of 9014 bytes is recommended to reduce CPU utilization and increase efficiency.

Note that most gigabit Ethernet switches ship with jumbo packet support disabled. If you wish to use
jumbo packets and require the use of an Ethernet switch, jumbo packets must be enabled in your
switch.

MIL’s GigE Vision driver will attempt to negotiate an optimal packet size during device allocation. This is
done in order to validate that the data path between your GigE Vision device and your system is able to
handle the negotiated packet size. You can validate the negotiated packet size with the Matrox Capture
Assistant’s GigE Vision Devices page. Simply select the GigE Vision device you wish to inspect; the
Packet Size will be displayed in the right pane. Note that the device must have been allocated at lease
once; otherwise the packet size shown will be the device’s default packet size. To allocate the device
your can simply click on the Allocate Device button.
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[FERFES)

¥ Clear List Qperform Discovery EE - @ Exit
GigE Vision® Devices | Network Connections | System Configuration | Troubleshooting|

)\ Matrox GigE Vision (M_DEVD)

= & Intel(R) 82575EB Gigabit Network Connection 5
i) Allied Vision Technologies Manta_G-032C (M_DEV()
L] Matrox Blectronic Systems Ltd. GatorEye (M_DEV1)
lE Basler acA1300-30gc (M_DEV2)

= l_:I" Intel{R) 82575EB Gigabit Network Connection H&
@) MATRIX VISION GmbH mvBlueCOUGAR-X120aG (M_DEV3)
%] Basler piAE40-210gc (M_DEV4)

[ & TEAM: Team #10
@) Baumer Optronic HXG20 (M_DEVS)

£ % Intel(R) Gigabit ET2 Quad Port Server Adapter #4
W) Pleora Technologies Inc. PT1000-CL4 (M_DEVE)

& |0EEN-

Device I ion |Acqui5hior1 isti Iﬂcquisﬂinnl" rti |

Manufacturer:  Matrox Electronic Systems Lid.
Model:  GatorEye

GigE Vision Version: 1.1

Device Version: ~ GE300C™

Serial Number: ~ A448725
Packet Size (bytes): 8364 |

Inter-packet delay (us):  0.000

Userdefined Name:  GigeCameral

Interface Number: 0
MAC Address:  00-20-FC-02-DD-20

Camera Network Corfiguration

Curent IP Corfig:  Persistentt IP / DHCP / LLA
Supported IP Config:  Persistent IP / DHCP / LLA
Cument |P Address:  163.254.172. 164
Cument Subnet Mask: ~ 255.255.0.0
Curent Default Gateway:  0.0.0.0
Persistent |P Configuration
Usz Persistert IP Use DHCP [7] Reset Device
Persistertt |P Address:  169.254.10.1
Persistent Subnet Mask: ~ 255.255.0.0
Persistent Default Gateway:  0.0.0.0

Apply Changes

By default, MIL’s GigE Vision driver will attempt to negotiate the largest possible packet size with the

GigkE Vision device. On some networking environments this might not be optimal. This setting can be

changed through Matrox Capture Assistant’s System Configuration page. Simply select the GigE Vision

system type you are using and then set the maximum negotiated packet size and click Apply. At the next

device allocation, the new packet size will be used.
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4 Clear List aperform Discovery EE - @ Exit
GigE Vision® Devices I Network Connections |5
System Parameters

rfiglisiion | Troubleshooting

I System type.  Matrox GigE Vision - I

Camera discoverytimeout. 1000
Camera IP configtimeout. 500

Resolve Camera IP Configuration Corflict.  Enable -
Camera discovery mode.  Concument -

Camera broadcast discovery acknowledge.  True -
Camera packet size search mode.  GenlCam lookup -

Camera packet size timeout. 50

ICamem maximum packet size. 6144 - I

Camera heartbeat timeout. 5000
Camera acknowledge timeout. 800
Camera command retry court. 3
Camers stream stop delay. 1000
Use camera manifest table.  True -

Madmum number of cameras. 32

Enzble automatic bayer conversion.  True -
Enable format compensation.  True -
Allow Matrox GigE Vision to use Solios Gige.  True -

Restore default settings
Discovery service settings

In some cases, automatic packet size negotiation could fail. This might occur for the following reasons.

e Jumbo packets are not enabled in your network adapter’s settings.

e Your Ethernet switch does not support jumbo packets.

e You are using an Ethernet switch on which jumbo packets are not enabled.
e Afirewall is preventing packet size negotiation™.

When packet size negotiation fails, MIL’s GigE Vision driver selects the default packet size of the target
GigE Vision device. In this case, the packet size used might not be optimal. This could lead to acquisition
problems including image corruption.

! A device that is compliant to GigE Vision specification version 1.1 or higher and which supports firewall traversal
can negotiate an optimal packet size even with a firewall enabled. See the GigE Vision device capabilities section
of this document for details.
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The packet size used can also be changed in code using MdigControl() with M_GC_PACKET_SIZE. This
will force your device to use the packet size value specified. Forcing the packet size to a value that is not
supported by your networking environment (i.e., your computer’s network adapter, if present, your
switch) will result in an unusable GigE Vision device.

Ethernet flow control
The IEEE 802.3 working group defining wired Ethernet has introduced the concept of Ethernet flow
control in order to reduce packet loss.

Typical Gigabit Ethernet controllers have very little on-board memory. This local memory is used for
temporary storage of received packets before they are transferred by DMA transaction to the host
networking stack. System conditions exist that can temporarily prevent the Ethernet controller from
transferring packets from on-board memory to the networking stack. If these conditions persist, then
local memory becomes insufficient and packet loss occurs. This can take place even if the overall utilized
Ethernet bandwidth is low, especially if your device has a tendency to burst its stream packets.

For this reason standard Ethernet flow control can be used in many cases to prevent packet loss. Before
local memory runs out, the MAC sub layer of the Ethernet controller can issue a MAC Control PAUSE
request. The PAUSE request is sent to inhibit data transmission for a period of time. During the PAUSE
period, the Ethernet controller should have enough time to transfer the remaining packets from on-
board memory to the networking stack thus avoiding packet loss.

A number of GigE Vision devices support Ethernet flow control. Enabling Ethernet flow control in your
network adapter’s settings is recommended.

Note that most Gigabit Ethernet switches ship with Ethernet flow disabled. If you wish to take
advantage of flow control and require the use of an Ethernet switch then you must enable flow control
in your Ethernet switch.

Interrupt moderation settings

Your network adapter generates an interrupt when it receives a data packet. This allows the network
adapter’s driver to handle the packet. A greater number of interrupts is typical with higher link speeds.
Handling more interrupts increases CPU utilization and your computer’s performance suffers as a result.

You can lower the interrupt rate and improve system performance by enabling Interrupt moderation.
The rate at which the Ethernet controller moderates or delays the generation of interrupts allows you to
optimize network throughput and CPU utilization.

Interrupt moderation causes the network adapter to accumulate interrupts and send a single interrupt
rather than a series of interrupts. This lowers CPU utilization associated with higher data rates and can
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improve system performance. However, a lower interrupt moderation setting is preferred at low data
rates, since delaying the rate at which the CPU handles interrupts also introduces latency.

A high moderation rate therefore reduces CPU utilization at the expense of increased latency. You
should determine the best tradeoff between these to meet your application’s specific needs.

The moderation of interrupts directly impacts how quickly an image is delivered to your application. For
example, the delivery of an image can be delayed up to 921 microseconds with interrupt moderation
rate set to Extreme. The following table lists the maximum delay using various interrupt moderation

settings:

Interrupt Moderation Setting’ Delay (us)
Minimal 51

Low 102
Medium 243

High 512
Extreme 921

4 - Intel® PRO 1000 and Matrox Concord GE/GX interrupt moderation settings.

Finally, specifying a larger packet size also reduces the number of interrupts generated, since fewer
packets are needed to constitute an image.

Receive-Side Scaling

Receive-Side Scaling (RSS) resolves the network processing bottleneck on a single processor by allowing
the traffic through the receiver-side network adaptor to be handled by multiple processors. When
enabled on your network adapter, RSS allows the Windows Networking subsystem to take advantage of
multi-core processor architectures.

RSS is a result of Microsoft’s Scalable Networking Initiative which was introduced in the Network Driver
Interface Specification (NDIS) version 6.0. Windows Vista was the first version of Windows with NDIS 6.0
support. Earlier versions of Windows (e.g., Windows XP) do not support RSS.

To enable RSS, you need to enable it in the operating system and in the properties for each network
adapter. RSS is enabled by default in Windows Server 2008 and more recent versions of Windows
(including Windows 7 and Windows 8).

? Based on the Intel® Pro 1000 family of network adapters.
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To enable receive side scaling in the operating system:

1. open an elevated command prompt;

2. type netsh interface tcp set global rss=enabled and press ENTER; and
3. close the command prompt window.

To enable receive side scaling in your network adapter:

1. access your network adapter’s configuration window from the Control Panel’s Network Connections
window, right-click on the connection to configure and select Properties;

€19

E' b Contral Panel » Metwork and Internet » Metwork Connections »

Organize + Disable this network device
Lacal Area Cannection
matroz.corn

=7 Broadcor MNetXtrerne 5T Gigabi..,

Laocal Area Connection 22
Metwork cable unplugged
TEAM : Tearn #0 - Intel(R) Ethern..,

Local Area Connection 30
Metwork cable unplugged
Matrox Salins GigE MIC #13

Laocal Area Connection 33
- Metwork cable unplugged
= Matro Solios Gige MIC #16

Diagnose this connection

<

~
=

Local Area Connection 13
Unidentified netwark

Local Area Connection 23
Metwork cable unplugged

Local Area Cannection 31
Metwork cable unplugged
Matrox Solias Gigk NIC #14

Local Area Connection 7
A Metwork cable unplugged
TEAM : Tearn #0

Rename this connection  »

£ Tntel(F) Ethernet Server Adapter [3..,

TEAM : Tearn #0 - Intel(R) Ethern..

Local Area Connection 2
Network cable unplugged
¥ Matrox Concard GX

Local Area Connection 24
Unidentified netwaork
Intel(R) Ethernet Server AdapterI3..

Local Area Cannectian 32
TS Network cable unplugged
¥ @ Matrox Solios Gigk NIC #15

Litern selected :

2. from the Properties window, click Configure; 3. in the window that appears, navigate to the

Advanced tab and ensure that the adapter’s
Receive Side Scaling is set to Enabled;

1 Local Area Connection 12 Properties

Networking | Sharing

Connect using:

Diver | Detais |
Power Management

Intel(R) Gigabit ET2 Quad Part Server Adapter #4 Propertics

| Teaming
General |

[ owans |
Link Speed

( intel) advanced Adapter Setiings

Boot Options |
| Advarced |

& Intel[F) Ethernet Server Adapter |340:T4

-

This connection uzes the following items:

Setings: Value
I Large Send Offload {IPv6) » | |Enabled -
A= st GiigE Wision Filter Driver Locally Administered Address

3irtial PC Network Filter Diiver E
B 115 Packet Scheduler

Log Lirk State Evert
Perfommance Optiors
Priority & VLAN

|
(|

Receive Side Scaling
e
4= File and Printer Sharing for Mierosalt Networks Feceive Sie Seaing Queues
[ -2 IntelR) Advanced Network Services Pratacol TCP/IP Offloading Ootions i Use Default
& Broadoom Advanced Server Frogram Diiver - Receive Side Soaing
< W > Enables Receive Side Scaling (RSS). RSS balances receive B
traffic across muttile CPUs or CPU cores. This setting has no
[ Install... ] [ Uninstall ] Propeties effect if your system has only one processing unit £
Description

@ roies:

. RSS must be enabled for Intel® VO Acceleration
Allows your computer t acoess resoutces on a Microsoft

K Technology to function under Microsoft Windows
network. Servert 2003
® RSS is not supported on Some adapters configured
tn nee Virtial Machine Nueies M/MOY Nin theeas L
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4. Each RSS queue is associated to a specific CPU (core). Ensure that the Receive Side Scaling Queues is
set to the number of queues appropriate for your application. This will spread received packet
processing across multiple CPUs (cores).

Intel(R) Gigabit ET2 Quad Port Server Adapter ¥4 Properties e

| Teaming | VLANs | BootOptions [ Diver [ Detals |
General | LinkSpeed | Advanced | Power Management |
(intel Advanced Adapter Settings
Settings Value
Log Link State Event ~| [ Queues -
Perfomznce Optians
Priory & VLAN
Receive Sde Scaling
Receive Side Scaiing L
TCP/IP Offtoading Options =
Wai for Link
- Use Defaut
Receive Side Scaling Queues
Configures the number of RSS queues: -
® 1 queueis used when low CPU utiization is required
® 2 queues is used when good throughput and low CPU E
utilization are required.
o 4 0r more queues are used for appications that demand high
transaction rates such as web server based applications.
Wiith this sefting, the CPU utiization may be higher.
Q‘ i Notes: i

GigE Vision device settings
Your GigE Vision device might require further optimization if its performance is not adequate using the
network adapter settings explained above.

Inter-packet delay

Gigabit network adapters have very limited on-board memory for storing received packets. Intel® PRO
1000 Gigabit Ethernet controllers only have 48 KB of receive memory. With 48 KB of on-board memory
thirty two (32) 1500 byte packets or five (5) 9014 byte packets can be stored before memory runs out. It
is therefore imperative for the Ethernet controller to quickly transfer received packets to one of the host
receive buffers. System conditions exist that can delay the transfer of received packets to the
networking stack. If these conditions persist packets will accumulate in the 48 KB receive memory of the
Ethernet controller until memory runs out and packet loss occurs. This is where programming an inter
packet delay in your GigE Vision device can help. Inter packet delays help by spreading packet
transmission in time. This gives the receiving Ethernet controller enough time in between packets to
evacuate received packets to the host networking stack.

You can program your GigE Vision device’s inter-packet delay from Matrox Capture Assistant’s GigE
Vision Devices page.
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Inter-packet delay calculator

Matrox Capture Assistant includes an inter-packet delay calculator to determine the optimal inter-
packet delay to use for your Gigk Vision device. The inter-packet delay calculator begins by taking the
theoretical inter-packet delay and iteratively fine-tunes this value, validating results against the initially
sampled data.

- 4 Matrox Capture Assistant packet delay calculator - Ma FEX J
All = | Current profile - 5 | Calculate Cancel

Pixel Format Packet Delay Packet Delay in Clock ... Payload Size Reference Frame Rate  Frame Rate With Delay
[ Mono® 0.000153 5586 307,200 111671 111,67
[] BayerBGE 0.000153 9536 307,200 111.671 111.671
] BGRABPacked 0.000025 1572 1,228,800 71103 71.103
[ YUV422Packed 0.000043 3023 614,400 111671 111,671
[T] YUYVPacked 0.000048 3023 614,400 111671 111.671

e Done. Select the pixel format(s) you want to apply packet delays to.

|  — —

5 - Matrox Capture Assistant’s packet delay calculator.

The packet delay calculator’s algorithm begins by sampling the GigE Vision device’s frame rate and
bandwidth by starting live data acquisition. Then a theoretical inter-packet delay is mathematically
calculated using the device’s current profile and sampled information. The device’s profile consists of
parameters susceptible of changing the bandwidth on the wire; these include but are not limited to:

e packet size;

e device payload size (e.g., the size of an image);

e Ethernet link speed; and

e acquisition frame rate (which can be influenced by other parameters such as exposure time).

Using a mathematically calculated theoretical inter-packet delay as a starting point, the algorithm
iteratively fine-tunes this delay validating results against the initially sampled data.
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The empirical method was chosen because it takes into account unforeseeable factors that make up the
device’s current profile. These cannot be accounted for by strictly using a theoretical mathematical
calculation.

By selecting results of interest and clicking on the Apply button, the user can tell Matrox Capture
Assistant which results to use for subsequent data acquisition. These results can also be copy-pasted in
text form or in C++ code form for use in code by selecting the results of interest and doing a right click
operation.

Selecting Copy to MIL C++ Code Format will copy to the Windows® clipboard a C++ class containing the
MIL code required to program the inter-packet delay of the selected device. The generated class name
will be of the form PacketDelay_Model_Version where Model is the GigE Vision device’s model name
and Version is the GigE Vision device’s version. In the example below, the class generated will be named
PacketDelay_GatorEye_GE300C. To use the class, simply declare it and call its SetPacketDelay() method
passing the MilDigitizer identifier corresponding to the device you wish to control. SetPacketDelay() will
program the device’s packet delay to the value corresponding to the device’s current pixel format.

Note that in the example below, BayerBG8 was not selected; the C++ class generated will not contain
the code handling the BayerBG8 pixel format.

- _
;j Matrox Capture Assistant packet delay calculator - Matrox Electronic Systems Ltd, GatorEye (M_DEV1) ["‘:"' [=] g
All + | Current profile - 5 | Calculate Cancel
Pixel Format Packet Delay Packet Delay in Clock .. Payload Size Reference Frame Rate  Frame Rate With Delay
@] oros | 0.000153 m 111.671 111,671
[] BayerBGE 0.000153 SID?ZGD 111.671 111.671
] BGRASPacksd _ 1.228.800 71103 71103
W] YUV422Packed Select Al Ctrle A 111.671
(@] vuvPacked 111.671
Copy Ctrl+C
Copy to MIL C++ Code Format  Ctrl+M

6 - Matrox Capture Assistant’s packet delay calculator menu.

GigE Vision device numbers

GigE Vision devices are ranked by the MIL driver according to the device’s MAC address. For example,
the device having the lowest MAC address is ranked as device zero (M_DEVO0); the rank increments by
one for each device having a subsequently greater MAC address value. Note that adding a GigE Vision
device to an existing system will shift the rank of all devices with a higher MAC address than the newly-
added device.

You can allocate a GigE Vision device using MdigAlloc() with the device number (e.g. M_DEVO, M_DEV1,
etc.). However, this could be problematic in some applications where device rank is important or is likely
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to change. This is particularly likely if a device needs to be replaced. As a result of its different MAC
address, the new device’s rank could differ from the one it has replaced, resulting in potential problems.

GigE Vision devices can also be assigned a text string or user-defined name to store in the device’s non-
volatile memory. Once a name has been programmed in a device, you can use it to allocate that device.

You can program your device’s user-defined name in Matrox Capture Assistant’s device information
section. You can then use MdigAlloc() with M_GC_DEVICE_USER_NAME, which allows you to specify a
device’s user-defined name rather than its device number when allocating it. Consult MIL Help for
additional information.

If a device needs to be replaced, you can simply program the user-defined name of the new device to
match the name of the device that it replaces. This would allow your application to work with the new
device without modifying either your application or your application’s configuration.
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GigE Vision device capabilities

Matrox Capture Assistant can be used to inquire your GigE Vision device’s capabilities. To do so, specify

your device and click the Capabilities button. A dialog box with a series of read-only checkboxes will

appear. A checked box indicates that a specific capa
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GigE Vision Device Capabilities button and dialog box

GigE Vision device capability description

Below is a list of capabilities and descriptions that you are likely to encounter in various GigE Vision

devices.

Capability

Description

User-defined name

The device supports a user-defined name that can
be written to the device’s non-volatile memory.

Serial number

The device supports the serial number register.

Heartbeat disable

This device supports disabling the heartbeat
mechanism. The device will continue streaming
images even if the application that controls it stops
abruptly.

Link speed

This device supports the link speed register. This
register specifies of the speed of the Ethernet link
that the device is connected to. Note that
depending on network topology, this speed can be
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different than the link speed of the Host NIC.

CCP application port / IP address

This device can report the IP address and UDP port
number of the application that controls it.

Manifest table

This device supports multiple versions of the
GenlCam™ GenApi schema. It might therefore
support multiple XML files.

Test data

This device can send test packets initialized with
test data.

Discovery acknowledge (ACK) delay

This device supports a discovery acknowledge
delay register. This register reports the
randomized delay that the device will wait (in
milliseconds) following its reception of a discovery
command before it will send out a discovery
acknowledge command.

Writable discovery acknowledge (ACK) delay

This device supports writing to the discovery
acknowledge delay register.

Extended status codes

This device supports extended status codes.

Action command (CMD)

This device supports the action command, which
can be used to trigger an action on multiple
devices at roughly the same time.

Pending acknowledge (ACK)

This device can respond to a command with a
pending acknowledge if the command execution
time is unusually long.

Event data command (CMD)

This device supports sending asynchronous events
with device specific data.

Event command (CMD)

This device supports sending asynchronous events.

Packet resend command (CMD)

This device supports the packet resend command.
Useful when stream packets are lost.

Writemem command (CMD)

This device supports the writemem command.

Concatenation

This device supports concatenating multiple
commands into a single command.

Stream channel source port

This device supports firewall traversal features for
all of its stream channels. Used during automatic
packet size negotiation.

Message channel source port

This device supports firewall traversal features for
its message channel.

GigE Vision device capabilities defined
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Link aggregation

Some GigE Vision devices require more than one network interface because the total bandwidth
generated exceeds 1 Gbps. They employ link aggregation, a method of combining multiple network
connections in parallel, to increase the throughput beyond what a single connection can sustain.

Link aggregation and GigE Vision devices

Some adopters of link aggregation technology released their GigE Vision devices before link aggregation
was even included in the GigE Vision specification. As a result, there is no standard way for the vast
majority of link-aggregated GigE Vision devices to indicate whether they support this capability to MIL’s
GigE Vision driver. Instead, the driver deduces that a GigE Vision device is link-aggregated if the reported
link speed of its parent network adapter is greater than 1 Gb/s but less than 10 Gb/s.

Detecting that a device is link-aggregated allows the Matrox GigE Vision driver to automatically adjust its
packet resend engine to fit the requirements of these devices as they tend to send stream packets in a
more or less out of order fashion.

Link aggregation has been incorporated into version 2.0 of the GigE Vision specification which has
formalized its use with GigE Vision devices.
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Teaming Ethernet controllers
Link-aggregated GigE Vision devices require that the Ethernet controllers in the system be teamed. You
can use, for example, the Intel® network adapter’s software to team Ethernet controllers together:

1.

Right-click on the first connection you wish to team and select the Properties menu command.

Organize ~ Disable this network device
L—'. Local Area Connection
== matroxcorm

i~ Broadcom Metdtreme 57 Gigabi.,

Local Area Connection 22
Metwork cable unplugged
T TEAM : Tearn #0 - Intel(R) Ethern..,

Laocal Area Connection 30
Metwork cable unplugged
= Matrox Solios Gige MIC #13

Local Area Connection 33
Metwork cable unplugged
Matrox Salins GigE MIC #16

@\J'ly v Control Panel b Metwark and Internet » Metwork Connections »

Diagnose this connection

L'
Qe

Local Area Connection 12
Unidentified network

@7 Intel(R) Ethernet Server Adapter 3.

Local Area Connection 23

Metwrark cabl I d
L viorlccbllunplus g

Local Area Connection 31
* _ Metwark cable unplugged
% ST Matrox Solios Gigk NIC #14

Local Area Connection 7
¥ Metwork cable unplugged
K T TEAM: Team #0

Rename this connection

W= TEAM : Tearn #0 - Intel(R) Ethern...

[E=3) el =
+ [ 4 || Search Metwonk Connections o]
- 0O @

Local Area Connection 2
* _ Netwark cable unplugged
' Matrox Concard GX

Local Area Connection 24
Unidentified netwark
Intel(R) Ethernet Server AdapterI3..

Local Area Connection 32
* _ Netwark cable unplugged
G Matrox Solios GigE KIC #15

litern selected

From the Local Area Connection

3.

Properties window, click the Configure

button.

1 Local Area Connection 12 Properties

Networking | Sharing

(=]

Connest using:

5 IntellR] Ethemet Server Adapter 1340-T4

This connection uzes the following items:

=1 b atio GiigE Vision Filter Diiver
BVutual PC Metwiork Filker Driver

=1 1105 Packet Scheduler

B File and Printer Sharing fior Microzoft Networks
[ - Intel(R) Advanced Network Services Protocol

-4 Broadcom Advanced Server Program Driver -
< i ]
[ Install... ] [ Uninstall ] Properties
Description

Alloves your computer to access resouices on a Microsoft
nietwark.
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In the adapter properties w

indow that

appears, navigate to the Teaming tab,
select Team this adapter with other
adapters, and click the New Team button.

Intel(R] Ethernet Server Adapter 1340-T4 #2 Properties

et |

[ wvians | BootOptions |  Drver |

Detals |

| General | LinkSpeed |  Advanced |

( |') Adapter Teaming

Teaming

I Team this adapter with other adapterd I

Mo teams available

Team with ather adapters

Allows you to specify whether a network connection wil
participate in a team. For an overview of teaming, click here.

If not checked this adapter is not part of a team.

| Mew Team... I

Propstties




4. From the New Team wizard, specify a
name for the team you are creating and

the click the Next button.
f Mew Team Wizard —— ’ M‘

‘whelcome to the Intel(R) Adapter Mew Team ‘wizard

Specify a name for the team:

Advanced Networking Services (ANS) team names are limted =
to 48 characters. Team names must be unique within the

system.

The team name can be changed after the team is created by
using the Modify Team button on the Setting tab of the

team properties dialog.

< Back MNext >

5. Specify the adapter(s) to include in the
team and click the Next button.

Mew Team Wizard ——

Select the adapters to include in this team:
[ Broadeam Met<treme 57+ Gigabit Contraller -
[ InteliRi] Ethernet Server Adapter [340-T4 |E|

Intel[R] Ethernet Server Adapter [340-T4 #2 N

This list shows the adapters that are available for Advanced i~
Networking Services (ANS) teaming. Adapters that de not

support ANS teaming, are already members of another team, =
or are otherwise unable to join a team, are not listed.
Check the adapters you wish to include in the team.

Some non-Intel adapters are supported in ANS teams. For

<Back || Ned> | [ Cancel

6. Select Static Link Aggregation and click
the Next button.

[S)

New Team Wizard —

Select a team type:
Adapter Fault Tolerance

5 Ink A&
IEEE 802
Switch Fault Tolerance

Static Link Aggregation o
Static Link Aggregation (SLA) is a performance technology
developed to increase throughput between switches or a
server and switch. This is accomplished by bundling or
channeling several ports together and showing them as a
single link. This increases the total bandwidth for the link and
provides fault- tolerance in the event of a switch port, cable,
or adapter failure.

Primary and Secondary adapters can be selected for this -

i

<Back || Neds> | [ Cancel

7. Click the Finish button. A new network
connection will appear with the name you
specified in step 4.

B2

Mew Team Wizard ——

The wizard has the settings needed ta create the team,

CAUTIOM: All adapters in a Static Link Aggregation team must run at
the zame speed and must be connected to a Static Link Aggregation
capable switch.

‘You can view and modify the settings for these adapters from the team
properties dislog.

<Back | Fish | [ Cancel

Firewall settings

Firewalls can affect your experience with GigE Vision devices in the following ways:

e preventing GigE Vision device discovery;

e preventing automatic packet size negotiation from taking place; or

e preventing GigE Vision message channel events from being received.
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Device discovery problems and firewalls

The GigE Vision device discovery mechanism uses broadcasted UDP packets to find GigE Vision devices®.
Firewalls can block broadcasted packets, preventing MIL’s GigE Vision driver from discovering GigE
Vision devices.

To work around this problem, MIL’s GigE Vision module uses a dedicated software component: the
Matrox GigE Vision Discovery Assistant service to perform GigE Vision device discovery. It is registered as
an exception to the Windows® firewall. This allows the Matrox GigE Vision Assistant service to work
around the Windows® firewall for GigE Vision device discovery.

Third-party firewalls

Although the Matrox GigE Vision Discovery Assistant service can work around the Windows® Firewall, it
cannot work around other software firewalls. If you are using a third-party firewall product and
experience GigE Vision device discovery issues, you can try the following.

e Register the Matrox GigE Vision Discovery Assistant service (MtxGigeService.exe) as an
exception to your third-party firewall software.

e Open a port in your third-party firewall product allowing broadcasted UDP packets on
destination port 3956.

e Disable your third-party firewall product on the network interface(s) used for GigE Vision
acquisition and leave the firewall active only on your main network interface(s).

Packet size negotiation and firewalls
Firewalls can also prevent packet size negotiation from taking place. Both third-party firewalls and
Windows® Firewall can prevent your GigE Vision device’s packet size from being properly optimized.

When your GigE Vision device is allocated, MIL’'s GigE Vision driver will perform packet size negotiation
to determine the largest possible packet size to use across all network components involved. These are,
namely:

your Gigk Vision device;
any networking components, such as an Ethernet switch, between your GigE Vision device and
your system; and

3. your Ethernet controller.

If packet size negotiation fails, your GigE Vision device will use its default packet size. This can leave your
device improperly optimized and lead to increased CPU usage. In some cases, an inadequate packet size
could lead to corrupt images and acquisition reliability issues.

3 Discovery packets are UDP packets using a dynamic source port and the fixed destination port 3956.
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Auto-negotiated packet size and the GigE Vision firewall traversal capability

Version 1.1 of the GigE Vision specification introduced the firewall traversal capability for the stream
channel. If firewall traversal is supported by your GigE Vision device, MIL’s GigE Vision driver can
negotiate an optimal packet size with your Gigk Vision device regardless of the firewall used.

You can check whether your device supports firewall traversal for its stream channel by referring to the
GigE Vision device capabilities section in this document.

If your GigkE Vision device does not support the firewall traversal capability for its stream channel, MIL’s
GigE Vision driver will not be able to negotiate an optimal packet size. In this case, you can disable the
firewall on the network interface(s) used for GigE Vision and leave the firewall enabled only on the
network interface(s) used to access internal or external networks.

GigE Vision message channel events and firewalls

GigkE Vision devices can optionally support a message channel. The message channel is used by the
device to send asynchronous events to the application that controls it. Events supported are device-
specific and can include exposure events, input line events, and error events.

Firewalls will block these events, since they appear to be unrequested packets. GigE Vision specification
version 1.1 introduced the firewall traversal capability for the message channel. If GigE Vision message
channel events are supported by your GigE Vision device, MIL’s GigE Vision driver will be able to receive
asynchronous events from your device’s message channel.

You can check whether your device supports firewall traversal for its message channel, by referring to
the GigE Vision device capabilities section in this document.

If your GigkE Vision device does not support the firewall traversal capability for its message channel,
MIL’s GigE Vision driver will not be able to receive message channel events. In this case, you can disable
the firewall on the network interface(s) used for GigE Vision and leave the firewall enabled on the
network interface(s) used to access internal or external networks.

Disabling the Windows® Firewall
If your GigkE Vision device does not support the firewall traversal capability, you can disable the firewall
on the network interface to which it is connected. This will allow you to use MIL’s GigE Vision driver to:

1. automatically negotiate the device’s packet size; and
2. receive GigE Vision message channel events on the device.

To disable the Windows® firewall on a network interface, perform the following steps.
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1. Open the Windows Firewall with
Advanced Security dialog by
typing Windows firewall in the
Start menu search box.

Programs (1)
B Windows Firewall with Advanced Security

Control Panel (3)
QWmdows Firewall
ﬂ Allow a program threugh Windows Firewall
¥ Check security status
Microsoft Office Qutlook (66)
= Text
) Firewall settings.htm| (Text)
Chance Te Win 510,000
(=4 Chance To Win 510,000
{1 Poste: Architecte en sécurité
L] Poste : EXPERT-COMSEIL / TECHMICIEM SENIOR EN TI
L Poste : Opérateur de centre de données
[ Poste: Architecte Infrastructure(IG)
14 Poste : Architecte Infrastructure(IG)

1 See more results

|W|ndowsﬁrewall « | | Shutdown | » |

3. From the Windows Firewall
Properties window that
appears, navigate to the Public
Profile tab and click the
Protected network connections
Customize button.

Windows Firews|| with Advanced Security on Local Computer Pro... [s3s]

| Domain Praile: | Frivate Profile | Public Profile | IPsec Settings |

® For your security, some settings are controlled by Group

Palicy
Specify behavior for when a computer is connected to a public network.
location.
State
i P FEirewall state: 0On [recommended) -
Inbound connections: Black [default) -
Outbound connections: Allow [default] =
Protected netwark connections: Customize.
Settings
= Specily settings that cantrol Windows Custamize..
¥= | Firewall behavior.

Logging

Specily logging settings for e
| toubleshooting u P

Lean more about these settings

Disabling the Windows?® firewall instructions
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2. From the Windows Firewall with Advanced Security
dialog, select the Windows Firewall Properties
hyperlink.
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Domain Profile is Active

4. Uncheck the network interface(s) used for GigE
Vision acquisition, leaving checked only the network
interfaces used to access internal and external
networks. Click OK once the selection is complete.

Protected Network Connections far the Public Profile = e e

Select the check box for each connection pou want Windows Firewall to help
protect

MNetwaork connections:
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IP multicast

IP multicast is a method of sending IP datagrams to a group of interested receivers in a single
transmission. It is often employed by streaming media applications on the Internet and on private
networks. With IP, multicast a GigE Vision device can stream data to multiple destinations without
having to send multiple copies of the image data; the data replication is performed by network routers
and switches. On a local network, multicast delivery is controlled by the Internet Group Management
Protocol (IGMP) for IPv4 networks and Multicast Listener Discovery (MLD) for IPv6 networks. The
following discussion will focus on IGMP only because GigE Vision devices currently only support IPv4.

Multicast address range

A multicast address is associated with a group of interested receivers. In IPv4, multicast addresses are
defined by the leading bits of 1110. The multicast address group therefore includes addresses from
224.0.0.0 to 239.255.255.255. Address segments within this range are specified in RFC 5771, an Internet
Engineering Task Force (IETF) Best Current Practice document. As such, some address ranges are
reserved and should not be used.

Administratively scoped multicast addresses

The administratively scoped IP multicast address range 239.0.0.0 to 239.255.255.255 is assigned by RFC
2365 for private use within an organization. Packets destined to administratively scoped IPv4 multicast
addresses do not cross administratively-defined organizational boundaries. These addresses are locally
assigned and do not have to be globally unique. By default MIL’s GigE Vision driver will select a multicast
address in this range when allocating a GigE Vision device in multicast mode.

IP multicast with MIL and GigE Vision devices
To use IP multicast with your GigE Vision devices you must allocate the device with the MIL MdigAlloc()
function using one of the following InitFlags:

1. M_GC_MULTICAST_MASTER; or
2. M_GC_SLAVE.

Two MIL examples illustrate how to use IP multicast with MIL and GigE Vision devices:

e  MulticastMaster.cpp; and
e MulticastSlave.cpp.

A MIL digitizer allocated with the M_GC_MULTICAST _MASTER InitFlag behaves just like a normal MIL
digitizer. You can read and write to a GigE Vision device with MdiglnquireFeature() and

MdigControlFeature(), receive events from the device using MdigHookFunction() (provided your GigE
Vision device supports the GigE Vision message channel) and you can acquire images from the device
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using MdigGrab(), MdigGrabContinuous() or MdigProcess(). A multicast master digitizer will program the
device’s destination stream and message channels (if supported) with an administratively scoped IP
multicast address.

A MIL digitizer allocated with the M_GC_SLAVE InitFlag is restricted in what it can do. A slave digitizer
can read from a GigE Vision device with MdiglnquireFeature() but it cannot write to the device. This is
because GigE Vision devices impose that only one application has control. For this reason, the slave
digitizer’s DCF parameter passed to MdigAlloc() is not used because the parameters contained in the
DCF cannot be written to the device by a slave digitizer. A slave digitizer can however read, receive
events and acquire images from the device. Image acquisition will be performed only if the master
digitizer on another PC has initiated a grab and the GigE Vision device is streaming data. If the master
has not initiated image acquisition, then the slave digitizer will not receive any images when MdigGrab(),
MdigGrabContinuous() or MdigProcess() is called; because of this, a slave digitizer's M_GRAB_TIMEOUT
is set to M_INFINITE by default.

It is also important to note that a slave digitizer is allowed to issue packet resend requests (if supported
by your GigkE Vision device). Packet resend requests are issued by MIL when missing packets are
detected. Because of the nature of multicast, resent packets will be forwarded to all members of the
multicast group (the master and slave digitizer). A slave digitizer is typically used to view images on a
secondary station and as such data integrity is not critical. If this is your use-case it is recommended that
you disable packet resend on the slave digitizer; this will eliminate the possibility that packet resend
requests issued by the slave affects acquisition reliability on the master. To prevent a slave digitizer from
issuing packet resend requests, you can use MdigControl on the salve digitizer with
M_GC_PACKET_RESEND as control type and M_DISABLE as control value. This control must be executed
before calling MdigGrab(), MdigGrabContinuous() or MdigProcess(). Disabling packet resends on the
slave digitizer does not prevent packet resends on the master digitizer.

The administratively scoped IP multicast address chosen by the MIL multicast master digitizer uses the
digitizer’s device number plus 1 and applies this to the base multicast IP address of 239.255.0.0. For
example if you allocate a multicast master digitizer on M_DEVO0 the multicast addresses used will be:

e 239.255.0.1 for the stream channel; and
e 239.255.1.1 for the message channel.

For a multicast digitizer allocated on M_DEV15 (provided you have 16 or more GigE Vision devices
connected to your PCs) the addresses used will be:

e 239.255.0.16 for the stream channel; and
e 239.255.16.1 for the message channel.
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The multicast master digitizer has no way of detecting if the automatically chosen IP multicast address
and UDP host port numbers are conflicting with other multicast addresses and ports that might be in
use. However, the default IP multicast addresses and port numbers can be inquired and changed with
MdigControl/Inquire using the following Control/Inquire types:

e M_GC_STREAM_CHANNEL_MULTICAST _ADDRESS;
e M_GC_MESSAGE_CHANNEL_MULTICAST_ADDRESS;
e M_GC_STREAM_PORT; and

e M_GC_MESSAGE_PORT.

A multicast slave digitizer will simply use the multicast address programmed by the multicast master
digitizer.

IP multicast requires the use of other network components such as Ethernet switches and routers; these
devices must support network protocols regulating IP multicast traffic.

Ethernet switches, routers, IGMP and IP multicast
A network designed to deliver a multicast service might use the following basic components:

e A multicast transmitter (i.e., your GigE Vision device);

e Ethernet routers;

e Ethernet switches; and

e Host multicast receivers (i.e. your MIL Gigk Vision applications allocated with a master or slave
multicast digitizer).

Each component has a defined role to play which we will expose below. In order to deliver a multicast
service the Internet Group Management Protocol (IGMP) is used.

Internet Group Management Protocol (IGMP)

IGMP is a standard that specifies how a host can register with a router in order to receive specific
multicast traffic. IGMP operates between the client computer (i.e. the computers running your MIL GigE
Vision applications with a slave or master multicast digitizer) and a local multicast router.

A MIL digitizer allocated with M_GC_MULTICAST_MASTER or M_GC_SLAVE will automatically send
IGMP requests to a network router asking for membership to a multicast group. The network router will
then issue periodic membership queries to the registered members of a multicast group. Upon
reception of these queries, MIL will respond with IGMP report messages. IGMP allows a router to
correctly forward multicast traffic.
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The diagram below illustrates IGMP messages exchanged between a host, requesting membership to a
specific multicast group, and a router.

‘4—IGMP messages————>-
i [

&

Router Switch Host

Ethernet switches and multicast

In order to correctly establish packet forwarding, an Ethernet switch uses and maintains an address
table. Each packet that enters an Ethetnet switch is added to this table; the incoming packet’s source
MAC address is put in the address table along with the port on which the packet came from. To know on
which port to output the packet, the switch will lookup the packet’s destination MAC address in the
address table. If the address is found, the packet will be output on the appropriate port. If the
destination MAC address is not found, the packet is flooded on all ports. Eventually the address table
will allow the switch to avoid flooding packets because almost every packet received can be looked up in
the table.

By default Ethernet switches floods multicast traffic within the broadcast domain. This consumes a lot of
bandwidth as all multicast packets received on one port of the switch are ouput to all other ports of the
switch. In essence the default behavior of an Ethernet switch is to “broadcast” multicast packets on all
ports. Multicast traffic becomes flooded because a switch usually learns MAC addresses by looking into
the source address field of all the Ethernet frames it receives. A multicast MAC address is never used as
source address for a packet. Such addresses do not appear in the MAC address table, and the switch has
no method for learning them.

The diagram below illustrates multicast datagrams transmitted over a network. Server A is sending
multicast IP data to clients B and C. As you can see the router correctly forwards the data to the client’s
networks because of the IGMP messages gathered. The LAN switches however flood the data to all PCs
connected to them resulting in wasted bandwidth as PCs not members of the multicast group also
receive this data.

Using Matrox GigE Vision® Assistant 38
(Using MIL with GigkE Vision®)



IGMP Snooping and Ethernet switches

Typical Ethernet switches are Layer 2 devices and as such are not aware of Layer 3 protocols such as
IGMP. In order to eliminate the flooding problem just exposed, some Ethernet switches support IGMP
snooping. IGMP snooping allows an Ethernet switch to snoop IGMP messages exchanged between a
host and a router. The switch will intercept IGMP packets and populate its Layer 2 forwarding table
based on the content of the intercepted packets. By snooping IGMP messages, a switch can establish
appropriate forwarding of multicast traffic avoiding the flooding scenario exposed previously.

The diagram below illustrates this. Again server A is sending multicast IP data to clients B and C. In this
case both the router and swithches correctly forwards the data to the relavent clients.

IGMP snooping Router IGMP snoaping
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IGMP snooping is disabled by default in LAN switches. To avoid IP multicast flooding problems you must
enable IGMP snooping in your Ethernet switch using the managed (or other) interface of your switch.

IGMP Snooping Querier - IP multicast without a router

As explained previously IGMP operates between a client computer and a local router. If your network
does not have a multicast router, IGMP will fail as there is no originator for IGMP queries. In such a case,
you must configure an IGMP snooping querier to send membership queries to client computers. When
an IGMP snooping querier is enabled, it sends out periodic IGMP queries that trigger IGMP report
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messages from hosts that want to receive multicast traffic. IGMP snooping in your switch listens to
these IGMP reports to establish appropriate forwarding.

Without an IGMP querier present (which is typically done by a multicast router), your Ethernet switch
will eventually flush snooped IGMP information and your application will stop receiving multicast traffic
because of the following. When allocating a multicast master or slave digitizer with MdigAlloc(), the MIL
driver will issue IGMP messages requesting membership to a multicast group. These messages get
snooped by the Ethernet switch (provided IGMP snooping is enabled in the switch). The Ethernet switch
will then be able to establish appropriate forwarding of multicast traffic. After some time has elapsed
(depending on the switch settings) the switch will flush IGMP information because no IGMP queries
were performed. Once IGMP settings have been flushed by the switch, your application will stop
receiving multicast traffic. It is typically the routers responsibility to perform periodic IGMP queries that,
when snooped by your Ethernet switch, will prevent flushing of the switch’s multicast forwarding
information.

Some Ethernet switches support IGMP querying. If you do not have a multicast router in your network
then you must use an Ethernet switch that support IGMP querying. IGMP querying is typically disabled
by default and must be enabled using the managed (or other) interface of your Ethernet switch.

If both IGMP snooping and IGMP querying are supported by your Ethernet switch then IP multicast
becomes possible without the need of a router. Make sure both IGMP snooping and IGMP querying are
enabled in your switch as these features are typically disabled by default.

The diagram below illustrates a network with a switch that supports IGMP snooping and querying. Again
server A is sending multicast IP data to clients B and C.
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Routing multicast packets with a VLAN
As explained in the Ethernet switches and multicast section, Ethernet switches flood the broadcast

domain with multicast traffic. This causes problems because multicast packets will end up where they
shouldn’t. IGMP can be used to correctly steer multicast packets to their intended destination. However,
in cases where IGMP cannot be used, VLANs can be a good alternative.
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A VLAN or Virtual Local Area Network is a way of partitioning a network into multiple distinct broadcast
domains. These domains are mutually isolated. A VLAN will therefore isolate multicast packets and
prevent them from crossing over to other VLANSs.

For example, imagine a case where you have a single GigE Vision device sending multicast data to two
destinations. A tree port VLAN can be created in your Ethernet switch which will prevent the multicast
packets from crossing over to other VLANSs.

VLAN 2
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S <SS
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This VLAN partitioning scheme can be used to create other VLANSs in order to support additional
multicast sources (e.g., GigE Vision devices). It can also be modified by adding ports in order to support
more than two destinations per multicast source.

Using an Ethernet switch with GigE Vision devices

When multiple GigE Vision devices are used, you might need to use a gigabit Ethernet switch. In this
configuration, multiple GigE Vision devices might stream image data to the same host network adapter
simultaneously. You should ensure that your gigabit switch’s performance metrics are adapted to your
application’s needs, particularly with regard to how many GigE Vision devices are connected and their
respective bandwidth. Pay particular attention to:

e switching capacity; and
e packets per second capacity.

In addition, your Gigabit Ethernet switch should support the following:
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e jumbo packets;
e |EEE 802.3x flow control; and
e port grouping (if interfacing link-aggregated GigE Vision devices through a switch).

Jumbo packets and flow control are typically disabled by default and must be enabled if needed. If port
grouping is required, it must be manually configured using the switch’s configuration utility.

Finally, if you wish to use IP multicast, make sure your switch supports the following:

e |GMP Snooping; and
e IGMP queriying (unless your network has a multicast router to handle IGMP).

IGMP Snooping and IGMP queriying are typically disabled by default and must be enabled if needed.

Troubleshooting acquisition reliability issues

A number of factors can cause acquisition reliability issues. You can determine if you are having
reliability issues using the Matrox Capture Assistant's Acquisition Statistics page. This page will show
whether any acquired frames (images) are corrupt as a result of missing packets. You can produce
statistics either by starting a grab using your GigE Vision application or with Matrox Capture Assistant’s
built-in acquisition interface. From Matrox Capture Assistant, select the GigE Vision device from which

to gather statistics and click on the Acquisition Statistics page, which will display acquisition statistics for

the device. If you notice any corrupt frames or a large number of packet resend requests being issued by

MIL’s GigE Vision driver, you might need to adjust your network settings. Corrupt frames could occur for

the following reasons.

Common causes of corrupt frames
e Your gigabit network adapter is not well-suited to your GigE Vision device’s bandwidth

requirements. Matrox recommends using a Matrox Concord GE/GX or an Intel® Gigabit Ethernet

network adapter.
e Your network adapter settings have not been adjusted for GigE Vision acquisition. You need to
adjust your adapter with recommended settings.

e Your Firewall is preventing automatic packet size negotiation between MIL’s Gigk Vision driver

and your GigE Vision device. Improper packet size can result in poor acquisition performance as

well as corrupt frames. You should adjust your firewall settings for optimal GigE Vision
performance.

e A network device between your GigE Vision device and your network adapter, such as an
Ethernet switch, is dropping packets. See the Using an Ethernet switch with GigE Vision devices

section.
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e The total bandwidth of all GigE Vision devices streaming image data to the same network
adapter exceeds its link speed.

e Aninsufficient inter-packet delay value is specified in your GigE Vision device.

e Your camera does not have the Packet Resend capability.

e Your Ethernet cables are not rated Category 5e (Cat 5e) or better.
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